
Advanced, configurable logs obfuscation
Track logs obfuscation rules directly in the log management 
UI and create anonymous identifiers for sensitive log data, 
such as personally identifiable information (PII), access 
tokens, and other private or regulated data.

Streaming and historical data export
Export New Relic data to external destinations for historical 
analysis and modeling, long-term storage, and integration 
with other data analytics platforms.

Cloud provider choice
Choose your preferred cloud provider—Amazon Web 
Services (AWS) or Microsoft Azure—for your observability 
workloads to align your telemetry storage with your 
engineering deployment model and cloud preference.

New Relic Vulnerability Management
Easily aggregate existing security data from third-party tools 
alongside vulnerabilities detected by New Relic to understand 
security signals and address vulnerabilities across your 
entire stack.

Teams of all sizes rely on New Relic to scale and support 
their observability practices. Our customers have shifted or 
migrated to our consumption-based model, which delivers 
more value for money than legacy, host-based approaches.

New Relic Data Plus takes this one step further, offering 
advanced, industry-leading data capabilities for optimized 
performance, scale, and governance. Capabilities include 
eligibility for Federal Risk and Authorization Management 
Program (FedRAMP), extended retention, configurable logs 
obfuscation rules, cloud provider choice, and more. Data Plus 
is available at the limited promotional price of $0.50/GB of 
data ingested—representing 65%+ savings compared with 
using each capability individually.

Instead of individual contracting and billing, pricing for 
Data Plus is aligned to our simple, affordable per-GB 
pricing model—with no complex billing structures or 
overage premiums.

Up to 90 days extended retention
Instead of paying individual premiums for data indexing  
and retention of each data source, choose which data you 
want to store longer in New Relic without increasing your 
monthly costs.

Higher maximum query limit
Eliminate dropped queries and achieve increased query 
capacity with 20 billion data points per minute for the original 
data option and 60 billion data points per minute for Data 
Plus. There’s no 15 minute wait time for limits to reset, and 
when the limits are reached, queries won’t be rejected. In 
addition, you get a maximum query duration of up to two 
minutes, compared to 60 seconds for the original data option. 

FedRAMP and HIPAA enabled
Leverage security configurations designed to help you meet 
your FedRAMP and HIPAA requirements (Enterprise edition 
customers only). This is especially helpful if you’re in a highly-
regulated sector.

New Relic Data Plus
Advanced observability at scale  
with our all-in-one data option.
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View a side-by-side comparison of our New Relic Data and Data Plus.*
Prices and limits are monthly. All dollar amounts are USD.
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Capability New Relic Data
(available for all editions)

New Relic Data Plus 
(available for all editions)

Data ingest free limit
(includes Vulnerability Management  
for full platform users)

100 GB 100 GB

Price per GB ingested
(beyond free limit)

$0.30/GB $0.50/GB

Data retention free limit
(varies by data type)

Default of at least 8 days 90 days extra over the default

Additional price for 30 days data retention
(beyond free limit)

+$0.05/GB +$0.05/GB

Additional price to store data  
in our EU data center
(data is stored in our US data center by default-Azure not 

available in the EU)

+$0.05/GB +$0.05/GB

Maximum query limit 20 billion data points per minute 60 billion data points per minute

Maximum query duration 1 minute
2 minutes in UI and

up to 10 minutes in API

Cloud provider choice AWS and/or Azure AWS and/or Azure

Default logs obfuscation
(automatically mask known credit-card and 
Social-Security-number patterns in logs)

Advanced, configurable logs obfuscation
(create and track rules directly in the log management UI 
and create anonymous identifiers for sensitive log data)

Vulnerability Management
(full platform users only)

+$0.10/GB
(beyond free limit)

FedRAMP Moderate eligibility 
(Enterprise edition only)

HIPAA eligibility
(Enterprise edition only)

Streaming data export

Historical data export

*You may only use one data option at any given time: New Relic Data or New Relic Data Plus. Data Plus is available available to all editions. Included capabilities differ for Data Plus when choosing New Relic in Azure.

Capability Availability for Data vs. Data Plus
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